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(1) Ensure that Privacy Act State-
ments are on appropriate forms and
that new forms have the required Pri-
vacy Act Statement.

(2) Determine, with General Coun-
sel’s concurrence, which forms require
Privacy Act Statements and will pre-
pare such statements.

(3) Assist the initiators in deter-
mining whether a form, format, ques-
tionnaire, or report requires a Privacy
Act Statement. Privacy Act State-
ments must be complete, specific, writ-
ten in plain English, and approved by
the Office of General Counsel.

(j) Employees, NRO:

(1) Will be familiar with the provi-
sions of this part regarding the mainte-
nance of systems of records, authorized
access, and authorized disclosure;

(2) Will collect, maintain, use, and/or
disseminate records containing identi-
fiable personal information only for
lawful purposes; will keep the informa-
tion current, complete, relevant, and
accurate for its intended use; and will
safeguard the records in a system and
keep them the minimum time required;

(3) Will not disclose any personal in-
formation contained in any system of
records, except as authorized by the
Privacy Act and this part;

(4) Will maintain no system of
records concerning individuals except
those authorized, and will maintain no
other information concerning individ-
uals except as necessary for the con-
duct of business at the NRO;

(5) Will provide individuals a Privacy
Act Statement when asking them to
provide information about themselves.
The Privacy Act Statement will in-
clude the authority under which the in-
formation is being requested, whether
disclosure of the information is manda-
tory or voluntary, the purposes for
which it is being requested, the uses to
which it will be put, and the con-
sequences of not providing the informa-
tion;

(6) May not deny an individual any
right or privilege provided by law be-
cause of that individual’s failure to dis-
close his SSN unless such information
is required by federal statute or disclo-
sure was required by statute or regula-
tions adopted prior to January 1, 1975.
If disclosure of the SSN is not required,
NRO directorates and offices are not
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precluded from requesting it from indi-
viduals; however, the Privacy Act
Statement must make clear that the
disclosure of the SSN is voluntary and,
if the individual refuses to disclose it,
must be prepared to identify him by al-
ternate means.

(7) Will collect personal information
directly from the subject whenever pos-
sible; employees may collect informa-
tion from third parties when that in-
formation must be verified, opinions or
evaluations are required, the subject
cannot be contacted, or the subject re-
quests it.

(8) Will keep paper and electronic
records which contain personal infor-
mation and are retrieved by name or
personal identifier only in approved
systems published in the FEDERAL REG-
ISTER.

(9) Will amend and correct records
when directed by the PA Coordinator.

(10) Will report to the PA Coordi-
nator any disclosures of personal infor-
mation from a system of records, or
the maintenance of any system of
records, not authorized by this part.

(11) Will participate in specialized
Privacy Act training should their du-
ties require dealing with special inves-
tigators, the news media, or the public.

[66 FR 20372, Apr. 17, 2000, as amended at 66
FR 41783, Aug. 9, 2001]

§326.6 Policies for processing requests
for records.

(a) An individual’s written request
for access to records about himself
which does not specify the Act under
which the request is made will be proc-
essed under both the Freedom of Infor-
mation Act (FOIA) and the Privacy Act
and the applicable regulations. Such
requests will be processed under both
Acts regardless of whether the re-
quester cites one Act, both, or neither
in the request in order to ensure the
maximum possible disclosure to the re-
quester. Individuals may not be denied
access to a record pertaining to them-
selves merely because those records are
exempt from disclosure under the
FOIA.

(b) A Privacy Act request that nei-
ther specifies the system(s) of records
to be searched nor identifies the sub-
stantive nature of the information
sought will be processed by searching
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the systems of records categorized as
Environmental Health, Safety and Fit-
ness, FOIA/Privacy, General, and Secu-
rity.

(c) A Privacy Act request that does
not designate the system(s) of records
to be searched but does identify the
substantive nature of the information
sought will be processed by searching
those systems of records likely to have
information similar to that sought by
the requester.

(d) The NRO will not disclose any
record to any person or government
agency except by written request or
prior written consent of the subject of
the record unless the disclosure is re-
quired by law or is within the excep-
tions of the Privacy Act. If a requester
authorizes another individual to obtain
the requested records on his behalf, the
requester shall provide a written,
signed, notarized statement appointing
that individual as his representative
and certifying that the individual ap-
pointed may have access to the re-
quester’s records and that such access
shall not constitute an invasion of his
privacy nor a violation of his rights
under the Privacy Act. In lieu of a no-
tarized statement, the NRO will accept
a declaration in accordance with 28
U.S.C. 1746.

(e) Upon receipt of a written request,
the Privacy Act Coordinator (PA Coor-
dinator) will release to the requester
those records which are releasable and
applicable to the individual making
the request. Records about individuals
include data stored electronically or in
electronic media. Documentary mate-
rial qualifies as a record if the record is
maintained in a system of records.

(f) Initial availability, potential for
release, and cost determination will
usually be made within ten working
days of the date on which a written re-
quest for any identifiable record is re-
ceived by the NRO (and acknowledge-
ment is sent to the individual). If addi-
tional time is needed due to unusual
circumstances, a written notification
of the delay will be forwarded to the re-
quester within the ten working day pe-
riod. This notification will briefly ex-
plain the circumstances for the delay
and indicate the anticipated date for a
substantive response.
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(g) All requests will be handled in the
order received on a ‘first-in, first-out’
basis. Requests will be considered for
expedited processing only if the NRO
determines that there is a genuine
health, humanitarian, or due process
reason involving possible deprivation
of life or liberty which creates an ex-
ceptional and urgent need, that there
is no alternative forum for the records
sought, and that substantive records
relevant to the stated needs may exist
and be releasable.

(h) Records provided or originated by
another agency or containing other
agency information will not be re-
leased prior to coordination with the
other agency involved.

(i) Requesting or obtaining access to
records under false pretenses is a viola-
tion of the Privacy Act and is subject
to criminal penalties.

§326.7 Procedures for collection.

(a) To the maximum extent prac-
tical, personal information about an
individual will be obtained directly
from that individual.

(b) Whenever an individual is asked
to provide personal information, in-
cluding Social Security Number (SSN)
or a personal identifier, about himself,
a Privacy Act Statement will be fur-
nished that will advise him of the au-
thority (whether by statute or by Exec-
utive Order) under which the informa-
tion is requested, whether disclosure of
the information is voluntary or manda-
tory, the purposes for which it is re-
quested, the uses to which it will be
put, and the consequences of not pro-
viding the information.

(c) When asking third parties to pro-
vide information about other individ-
uals, NRO employees will advise them:

(1) Of the purpose of the request, and

(2) That their identities and the in-
formation they are furnishing may be
released to the individual unless they
expressly request confidentiality. All
persons interviewed must be informed
of their rights and offered confiden-
tiality.
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